d& & 39T EF AT (HATSHN) AFGUET U
UeT-Ifg (HaT-ARg) e Aeent & Aifere arr a1 @R

A5 3, A AT Red o & Genfadel & 3R @, 39 aEH e

(harsdn)
v W At aors § e Fafafla i e afaw fFe o §

Mgk TApid fa
gk ggdled Gishar
oefgel dr IR, T
& gaer

> g TIpld =AIfd

3STH AT Aol / AT AH (A1AN) H Ry 07 afdd & A1 J g @rar
Afe  WeT SMW / &S Sk Hew e Afe fRAr Siwem, fSwer dew
JTdhaAGIAr / 3Tdhdle I (TIdall) & &l |

d v IS @rar T A @een AR & w1 AlgEr @ § wen, GEs
IR H a8 Tg el [AfTFag Fafdafer &1 g e &, AT Tgh &
G AT o &I GEJA  ehst /G & ITATHAT gloT o HNOT 3Heh!
Ugaled & T 3R / A1 34f&T geardst ured ael & 3raAY gem |
qEh & WY HOY TS A § qF d6 QU A@uel sdem, difs I8
AT fohar ST dh & amgen & qgdleT AT IS geSfA arel faelr
cafFa ar gfasfaa gean, 3nfe @ HAedr 761 & |

> TTeh Ygdled TishaT

d o Taeqa amgs gge ufhar g @ 3R 36E Id argw H ggE,
3ghr gAToe va fafcaw Rufa, o9 cagam & doea §, 39 cgaam-
AT T TIFT TAT TA (YQ), 30T Ted  3TF AMghT AT Tag TEAT3T
¥ HETOd gEdTdel Yo T |



> oA & THIRTeAT

Ieh /| WS Y FIRE Nf@H TR@T F 43T H @ H el |

g T TFU T ey TRAEROT qur aEer ¥ wreg gt AT I@ifeRd det /
Alargrrel & ¥ F 3R 3RT IFT AemH, S @T F AROT F AIH J
Fr et |

> ST@A 9aer

Y ATAC & SNEH S & IMUR 9T, JTEhl DI [Heol-[Hee] A0
gaffepet foham SITem § 3R deeg@R SoTepr Jeer fham Sirer & |

> FIHT o TEREME / oleicet T Raifear s gishar

3 feenfadalt & ideta feiRa uftkar & segeaR, fasdr soer ameat &
1Y T T Al § FfOd a3t va FfREr $T WWRET HET |
3T I F @y-ary, de Rnfadet A Rfatse wited wr ash afeerr
AeTCAT T FIAT &I, FIGIY AeleeT & FINAOT & FGET & aR H Sfelel &
fore, o fafcaa 3MEEeT 1S - HRA (VHAHSY - 3TN, faed HATeT,
R TSR T AqASE H &7 I TTEIE oleAced Hr GRHATST ST TSoT of |

> R &1 giketor

Agh & T H hasdl A ST A /3Fer@, d6 3R Tgh & e et
FATCT gl @ fAf¥ @ FAgeAdH 5 a¥ d& aRIfara W@ seel |

> Sharsdl & JeIuTelel & foIv gere 3Ry

HETIEEh, Tcdal KUT 3ET, TS Tl HATerd T ST feemiardei & remsit
& 3e7eq gl deteal dr RN, va Raiféa qur gEemsit & Jee-vers & fov
s 1 3R § yue ISRy @y fhar arr g, S 3uded w18 & v Seaierh
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SUMMARISED POLICY FRAMEWORK ON
KNOW YOUR CUSTOMER (KYC) NORMS AND
ANTI MONEY LAUNDERING (AML) STANDARDS OF THE BANK

SIDBI has framed the KYC policies, based mainly on RBI's Master Directions /

guidelines, incorporating the following key elements :-

e Customer Acceptance Policy
e Customer Identification Procedures; and
e Monitoring of Transactions

e Risk Management

» Customer Acceptance Policy

e The Bank would not open an account and / or initiate banking relationship in
anonymous or fictitious / benami name(s) / persons having connections with

terrorists / terrorist organisation(s).

e The Bank would not open new account or close an existing account where it
is unable to apply appropriate customer due diligence measures, i.e., verify
the identity and / or obtain documents required due to non-cooperation of
the customer or non-reliability of the data / information furnished by the

customer to the Bank.

e The Bank would exercise due care before admitting new borrowers so as to
ensure that the identity of the customer does not match with any person with

known criminal background or with banned entities.

> Customer Identification Procedures (CIP)

e The Bank has put in place a detailed Customer Identification Procedure and
would obtain documents relating to customers identity, his social / financial
status, nature of business activity engaged in and his clients or associates

including their location, etc.



» Monitoring of Transactions

e Monitoring of transactions would be based on the risk profile of the

customer / account.
e All the disbursements made to the customers and all the receipts from the

customers would be by way of crossed cheques /demand drafts and through

proper Banking channels such as account transfers only.

» Risk Management

e Customers are classified into different categories based on the risk perception

in each case and managed accordingly.



» Procedure for maintaining information / reporting

of transactions

SIDBI would maintain information and records in respect of transactions with
its customers in accordance with the laid down procedure under the

aforestated guidelines.

The Bank would, /inter alia, report all 'suspicious transactions' to the authority
as specified under the guidelines. As to the nature of classification of a
transaction as suspicious, a reference is invited to the meaning of Suspicious
Transaction as contained in the website of the Financial Intelligence Unit-India
[FIU-IND], Ministry of Finance, Gol.

> Retention of records

The Bank would preserve the KYC information / records pertaining to
borrowers for a period of at least 5 years from the date of cessation of

transaction between the Bank and the customer.

» Principal Officer for KYC compliance

The General Manager, Direct Credit Vertical, Lucknow Head Office has been
appointed as Principal Officer of SIDBI, who is responsible for monitoring and
reporting of all transaction and sharing of information as required under the

captioned policy guidelines.
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